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1.  Does the organization utilize an on-premises version of Kaseya VSA, or is Kaseya VSA utilized to manage 
company systems by a third-party MSP?

2.  Has the organization followed Kaseya’s VSA Hardening and Best Practice Guide and checked for indicators of 
compromise (IoCs)?

3.  If IoCs were found, have they been remediated?

4.  Has the organization applied patches for the following vulnerabilities: CVE-2021-30116, CVE-2021-30119, 
CVE-2021-30120?

For more information, please contact your local CNA underwriter or visit cnacanada.ca.
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